NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited

to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the companys disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.
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NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited

to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: Anthony Rich

Employee Signature: @

Date: _2/22/2018




NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company'’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.
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NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods

the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:
¢ | have received the required training.
e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.
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NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have

access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods

the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: \J A 20 /]’7‘//[1 i /V\‘/
Employee Signature: ( S il
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NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company'’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company's disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: Kristin Gottula
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NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.
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NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: \T AN A M’(/
Employee Signature: ’ //,/4 /%é’/c'
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NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC's Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited

to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company's policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

o | understand the company's procedures for protecting customers’ information.

o | understand the company's disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.
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NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited

to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.
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Nebraskalink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: F>0\\/A D&V\‘“ﬂ
Employee Signature: (—Bm \m
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NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited

to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.
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NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.
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NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.
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NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: \v/()//! 5%)}/4)\ /]!
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NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have

access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods

the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: (/R\ rJ j * ‘HKLL
Employee Signature: /( %
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NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: m;caL\ Crane

Employee Signature: Mé‘—'(/

Date: Zj/l S'/7° Q




NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have

access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods

the company is using.

Our company'’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

o | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: __Tim Smith

N\ P
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NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited

to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: Lynette Windhorst

Employee Signature:\x% nvkm \ @}\(Qﬁ'(jztg
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NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

o | understand the company’s disciplinary process for inappropriate use of customers’
information.

o | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: __,Don Uhrmacher
Vi 7 2
Employee Signature: ///]57’(/ %%/ZMW/%(/

Date: 2/9/2018




NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited

to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company'’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.
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NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have

access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods

the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

. | have received the required training.

¢ | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: J&ms Uﬂﬂon
Employee Signature; (}%‘M UW

Date: %I,F-//f




NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: Barbara Forsman
Employee Signature: Badsoaoo F\m KV~

Date: 2/8/2018




NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have

access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods

the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: CAQK/ M@/ //761

Employee Signature: W%/P
Date: Q 7 //j}




NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: Aamn Dﬁ}m’}l%’

Employee Signature: //77
- )

Date: (T 7“40/8




NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: /\/fwk 544 W
Employee Signature: 7/\} /\/Cﬁa\
Date: ’2/’7//?




NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited

to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: @/\/\Q’S To\\/l"ﬂ A
Employee Signature: ,%&?i %{/{

Date: Z - ’7 "(Y




NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company's policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

o | have received the required training.

o | understand the company’s procedures for protecting customers’ information.

o | understand the company’s disciplinary process for inappropriate use of customers’
information.

o | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: /Ua‘ll’f )’/‘,'/8/3

Employee Signature:/W/
Date: 2"7" 207




NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: KY.\%VP‘\ (/e/
Employee Signature: 4:'jviﬁ/ jw
Date: 2\.1\201%




NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: QYQP\/ (\Q lq Ude{aé(?/d
Employee Signature: <\> C@M\/

Date: UU 3?“71/&@18




NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited

to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: ’igewj/ }/\A‘sé\\cf

Employee Signature: Z»‘/)////%
Sz~
Date: N 7/ 2e1%




